# Developer sitet

Er man blevet whitelistet i TEST miljøet med sin eksterne ip adresser, så kan man tilgå NETS test-side, som findes her via linket herunder. Man kommer på whitelisten ved at specificere op til 10 eksterne IP adresser ved TU aftale indgåelsen med NETS.

<https://appletk.danid.dk/developers>

Dokumentationen til developer siden findes her:

https://www.nets.eu/dk-da/kundeservice/nemid-tjenesteudbyder/NemID-tjenesteudbyderpakken-for-JavaScript-klienten/Documents/NemID%20JS%20Developer%20Site-vejledning.pdf

# Opret testbrugere

Vi anbefaler, at I opretter jeres egne testbrugere inde på developers sitet.

# Anvend DanID’s nøglefil’s testbrugere

Smut forbi følgende URL, hvor der findes både mocesI og mocesII signaturer til test. Password til alle filerne er Test1234 og man kan hente de fleste ønskede typer af signaturer.

<http://www.nets.eu/dk-da/Service/kundeservice/nemid-tu/Pages/OCES-II-certifikat-eksempler.aspx>

# Test administration af egne medarbejdercertifikater

Under oprettelsen af TU-aftalen med Nets DanID, har man muligheden for at specificere op til 10 stk. eksterne IP adresser, som bliver whitelistet hos Nets DanID og dermed giver adgang til en række af de test-services der er krævede i NemID test-miljøet.

I samme omgang modtager den tekniske kontaktperson en mail som starter oprettelsen af jeres TEST-LRA (administrator) på <https://erhverv.pp.certifikat.dk/> (som kræver registrering af IP og CVR nummer).

Når dette er på plads, kan man på <https://erhverv.pp.certifikat.dk/> ved login med det udstedte test-moces administere egne test-moces certifikater, herunder oprette og udstede.

Mere information findes på:

<https://www.nets.eu/dk-da/kundeservice/nemid-tjenesteudbyder/implementering#tab3>

og

<https://www.nets.eu/dk-da/kundeservice/nemid-tjenesteudbyder/Pages/Adgang-til-testsystem.aspx>